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NOTICE TO ALL UG/PG STUDENTS 

 

CAUTIONS AGAINST POSSIBLE CYBER CRIMES/DATA BREACH  

As per the directions of Indian Computer Emergency Response Team (CERT-In), 

the University hereby issues the following instructions to be followed strictly by 

all stakeholders as precautions against the possible breach of data under 

Information Technology (IT) Act, 2000 (Section 70B): 

1. Any call/s or emails from unknown source/s shall be brought to the notice 

of the Cyber Crime Police station immediately. 

2. Refrain from using any EXTERNAL Links for registrations/payments 

involving sharing personal data. 

3. All mandatory registrations/payments will be formally communicated to 

stakeholders by authorized Officers/Persons duly signed by the Vice 

Chancellor/Registrar of the University. 

4. Strictly avoid sharing personal data like mobile numbers, email IDs, 

University registration numbers, Aadhaar Card numbers to 

unknown/unauthorized person/s. 

5. Create stronger passwords to ensure utmost security. 

6. In case of any queries or incidences on data breach, students are 

instructed to bring the same to the notice of the Nodal Officer, Cyber 

Security/Or the Cyber Crime Police Station on a priority basis.  

Nodal Officer:  

Name: Mr Royal Praveen DSouza 

Mobile: 9141998531 

Email ID:  cyqueries@staloysius.edu.in  
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